
 

 

 

F. No.: GGSIPU/CCGPC/2023/_673                            28
th
 July 2023 

Sub. Internship opportunity for students of USICT, GGSIP University in “Agile Group”. 

 

Dear Placement Officer, 

 

Greetings from CCGPC, GGSIPU!!! 
 

Please find below details of Internship opportunity for students of USICT, GGS IP University in “Agile 

Group” for your reference and circulation to students to apply on given link by 29
th

 July 2023: 

 

Registration Link – https://forms.gle/T4idv7Vd3nykgPtd6  

  

 

Name of Company: Agile Group 

 

Profile: Intern in Information Security 

 

Brief about Agile Group: 

Agile Group, incorporated in 2008 and has been serving clients in more than 45 countries. The group 

leadership has been involved as an Advisor with the Government of India & Malaysian Government for 

capacity building & development of Standards and Assessment Frameworks. 

Agile Group provides Training, Advisory, Assessment, and Reporting services for several complimentary 

business lines including: 

 Sustainability Advisory – SDG Goals, GRI Standards, Carbon Footprinting, Water Footprinting, 

THE Impact Ranking, UNAI 

 Global Compliance – GDPR, Data Privacy Act (DPA), IT Act, FDCPA, GLBA, HIPAA, FCRA, 

PII, to name a few. 

 IT & Information Security /Cyber Security Vertical includes: 

• Information Security Management System (ISO 27001) 

• IT Services Management System (ISO 20000-1) 

• SOC 1 & 2; Type 1, 2 & 3 Assessments 

• Enterprise Risk Assessment and Management (ISO 31000) 

• Business Continuity Management System (ISO 22301) 

• Cyber Security Compliance & Risk Management 

• Cloud Security Framework (ISO 27018) 

• Privacy and Data Security Management (ISO 27701) 

• Vulnerability Assessment and Penetration Testing Services (Network & Applications) 

• PCIDSS Assessments 

• CMMI Advisory 

 

Education: B.Tech / M.Tech. or equivalent student with interest in Information and Cyber security 

 

Desired competence: 

 Understanding of IT Systems & Network 

 Awareness of the Concept of Information Security 

 Trainable and willing to learn 
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 Good communication skills 

 Good command of the English language 

 Creative and self-driven 

 Reasonable knowledge of MS Office & PPT 

 Ability to undertake secondary research over the web and write reports 

 No prior experience is mandatory, however, keen desire to learn and apply the learning’s is essential. 

 

Job Description & Reporting: 

 Report to Consultant / Sr. Consultant 

 Undergo a structured training schedule leading to competence enhancement 

 Be a member of the team and support the team lead with assigned tasks. 

 

Location: Pitampura, Delhi. 

 

 

 

LAST DATE FOR REGISTRATION IS 29
th

 July 2023. 

 

 

 

 

                                                                                              (Ms. Nisha Singh)  

                                Training and Placement Officer,  

CCGPC, GGSIP University 

 

 

  



                       
 

 
Business Results - Redefined 

           1410, RG Trade Tower 
Netaji Subhash Place, Pitampura, 

New Delhi-110034 
www.agilegroup.org 
info@agilegroup.org 

Office: 011 47063474 

 
Profile: Intern in Information Security 

 
 
Brief about Agile Group: 
 
Agile Group, incorporated in 2008 and has been serving clients in more than 45 countries. The group leadership has been 
involved as an Advisor with the Government of India & Malaysian Government for capacity building & development of Standards 
and Assessment Frameworks. 
 
Agile Group provides Training, Advisory, Assessment, and Reporting services for several complimentary business lines 
including: 
 Sustainability Advisory – SDG Goals, GRI Standards, Carbon Footprinting, Water Footprinting, THE Impact Ranking, UNAI 
 Global Compliance – GDPR, Data Privacy Act (DPA), IT Act, FDCPA, GLBA, HIPAA, FCRA, PII, to name a few. 

 IT & Information Security /Cyber Security Vertical includes: 
•  Information Security Management System (ISO 27001) 
•  IT Services Management System (ISO 20000-1) 
•  SOC 1 & 2; Type 1, 2 & 3 Assessments 
•  Enterprise Risk Assessment and Management (ISO 31000) 
•  Business Continuity Management System (ISO 22301) 
•  Cyber Security Compliance & Risk Management 
•  Cloud Security Framework (ISO 27018) 
•  Privacy and Data Security Management (ISO 27701) 
•  Vulnerability Assessment and Penetration Testing Services (Network & Applications) 
•  PCIDSS Assessments 
•  CMMI Advisory 

 

Education: 
 BCA/ MCA/ B.Tech / M.Tech.  or equivalent 
 Student of the B.Tech Program with interest in Information and Cyber security  

 

Desired competence: 
•  Understanding of IT Systems & Network 
•  Awareness of the Concept of Information Security 
•  Trainable and willing to learn 
•  Good communication skills 
• Good command of the English language 
•  Creative and self-driven 
•  Reasonable knowledge of MS Office & PPT 
•  Ability to undertake secondary research over the web and write reports 
 No prior experience is mandatory, however, keen desire to learn and apply the learning’s is essential. 

 

Job Description & Reporting: 
•  Report to Consultant / Sr. Consultant 
•  Undergo a structured training schedule leading to competence enhancement 
• Be a member of the team and support the team lead with assigned tasks. 

 
 


